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UPDATED LINCPASS AND MULTI-FACTOR AUTHENTICATION REQUIREMENTS 

 AND IMPLEMENTATION PROCEDURES 
 
I.  PURPOSE 

 
This notice reissues and updates the content found in FSIS Notice 46-15, Migration to the Enterprise 
Active Directory (EAD) for All OFO Employees.  This notice provides instructions to FSIS Federal and 
Non-Federal employees (e.g., contractors) to ensure 100% LincPass/multi-factor authentication usage 
across FSIS for access to computers and to the Department of Agriculture-Food Safety and Inspection 
Service (USDA-FSIS) network after August 15, 2015, for those who are LincPass ready. Also, section IV 
of this notice has special instructions for Office of Field Operations (OFO) inspection program personnel 
(IPP). This notice cancels FSIS Notice 46-15, dated 8/3/2015.  
 
II.  BACKGROUND 
 
A.  The instructions in this notice are consistent with: 
 

1. DR 3170-001, End User Workstation Standards, Appendix B; 
 

2. DR 4620-002, Common Identification Standard for U.S. Department of Agriculture Employees and 
Contractors; and 

3. Homeland Security Presidential Directive 12, Policy for a Common Identification Standard for 
Federal Employees and Contractors. 

 
B.  LincPass usage has been a Presidential mandate since 2004, and USDA has had policy (DR 3170-
001, Appendix B) in place requiring usage since 2008.  A new emphasis, driven by the Secretary of 
Agriculture, mandates 100% LincPass usage across the Department by August 15, 2015.  
 
III.  LINCPASS READINESS AND NEXT PHASE OF IMPLEMENTATION 
 
A.  As of August 15, 2015, employees and contractors are required to login to their computer and the 
USDA-FSIS network using their LincPass and PIN or an approved multi-factor authentication token unless 
they have been approved for placement in a temporary exception status.   
 
B.  For non-OFO program areas only, in addition to the e-mail notification you received informing you that 
you are not in mandatory compliance, employees and contractors who still log in using a username and 
password but are LincPass ready (i.e. have a LincPass, have a chip on their identification card, and know 
their PIN) are to follow the instructions provided in Attachment A to verify their readiness beginning 
September 17, 2015.  
 

 
DISTRIBUTION: Electronic; All 
Field Employees 
 

NOTICE EXPIRES: 10/1/16 OPI: OPPD 
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C.  Non-OFO IPP and program area employees and contractors are to complete the instructions in 
Attachment A and contact the Service Desk to complete the process if they receive an email notification. If 
you are in a program area other than OFO and do not have a working LincPass or do not know your PIN 
number, contact your program area point of contact listed in the email to ensure you can continue to use 
your username and password for log in until you have a working LincPass and know your PIN number.  
 
D.  Employees and contractors who are not LincPass ready (i.e., do not have a LincPass, do not have a 
chip on their identification card, have forgotten their PIN, or have other technical issues) are to take 
immediate action to resolve the LincPass-readiness related issues.  
 
IMPORTANT: If you receive an email notifying you that you are not LincPass ready, do not assume that 
you are and do nothing.  Follow the instructions in the email to verify that you are LincPass ready and can 
continue to work to avoid impacts. 

 
1. For technical issues, employees are to contact the FSIS Service Desk at: 1-800-473-9135 to 

create a Footprint ticket or enter a ticket via http://service/footprints, or e-mail: 
FSISServiceDesk@fsis.usda.gov.  

 
2. For minor LincPass services, such as PIN resets, employees are to go to: 

 
a. For HQ and PP3 employees, Room 1408S,  and  

 
b. For George Washington Carver Center employees, Room 2-1115. 

 
3. Employees who are not in HQ, PP3, or the George Washington Carver Center and contractors are 

to contact the closest Light credentialing Station (LCD) or visit the USDA’s Interactive Map of Fixed 
Credentialing Centers, Light Activation Stations and Light Credentialing Centers to schedule an 
appointment. OFO IPP are to contact their supervisors for instructions on when and how to 
schedule this activity.  Non-OFO employees are to contact their Program Area point of contact 
listed in the email. 
 

E.  Employees in the process of obtaining their LincPass (i.e. their paperwork has been submitted) have 
90 days to complete the process.  State employees who have not started the process and who will not 
start the process in FY15 will be identified to OCIO by OOEET and issued a hard token for use until they 
are LincPass ready.  Employees and contractors who require a computer to perform their work and who 
will be with the Agency for less than 6 months (such as volunteers, interns, seasonal employees, 
temporary employees, and intermittent employees) will be issued a hard token to use until USDA AltLinc 
cards are available for use in FY16. 
 
F.  All new Federal or State employees and contractors who have the LincPass process started when they 
enter on duty will have no more than 90 days to complete the process and will be placed in a temporary 
exception status until they are LincPass ready.   
 
G.  Employees and contractors who have a LincPass but it has been lost, damaged, or stolen, are to: 
 

1. Immediately report the problem to their Supervisor or their Contracting Officer’s Representative; 
 

2. Contact the USDA Agriculture Security Operations Center (ASOC) at: 1-888-926-2373; and 
 

3. Contact the Service Desk at 1-800-473-9135 for instructions on temporary access.   
 
H.  For LincPasses that are not lost, damaged, or stolen but are not with the employee at the start of their 
duty time, the employee is to notify their supervisor and then contact the Service Desk at 1-800-473-9135 
for instructions on temporary access. 
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I.  The Office of the Chief Information Officer will issue additional guidance and instructions as needed to 
ensure that LincPasses continue to work with Agency applications, web sites, and network connectivity.  
 
IV.  SPECIAL INSTRUCTIONS FOR OFO IPP 
 
A. OCIO will assist OFO IPP with the LincPass readiness testing and enforcement.  Before calling the 
OCIO Service Desk, OFO IPP must confirm that they have a working LincPass, know their PIN, and then 
follow the instructions in Attachment A before contacting the Service Desk during his or her normal tour of 
duty by district as outlined below and in B. and C.: 
 

Districts Service Desk Contact Dates 
Des Moines 9/22/15 - 9/23/15 

Alameda and Dallas 9/24/15 - 9/25/15 
Philadelphia and Denver 9/28/15 - 9/30/15 
Springdale and Raleigh 10/1/15 - 10/2/15 

Atlanta, Chicago, and Jackson 10/6/15 - 10/13/15 
 
B.  An OFO IPP employee not available to call the Service Desk according to the schedule must notify his 
or her supervisor and contact the Service Desk when he or she returns to duty.  
 
C.  During the scheduled times, OCIO is to work one-on-one with employees to troubleshoot certificate, 
VPN, and card reader issues; however, OCIO cannot do PIN resets or enrollment. Please do not contact 
the Service Desk to request a LincPass PIN reset or LincPass enrollment. The LincPass Service Desk will 
be open Monday through Friday, 6am-11:30pm ET (5am-10:30pm CT, 4am-9:30pm MT, 3am-8:30pm PT). 
 
VI.  QUESTIONS 
 
A.  Instructions on How to Use Your LincPass and the Credentialing Stations Locations can found here: 
LincPass (Level 2 eAuthentication is needed to access this information and form on InsideFSIS). 
 
B.  Refer questions regarding this notice to the FSIS Information System Security Program (ISSP) at 
FSIS_Information_Security@fsis.usda.gov. 
 
 

 
 
Assistant Administrator 
Office of Policy and Program Development 
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Attachment 1: Am I LincPass Ready for Wave 2 Computer and Network Enforcement 

Beginning September 16, 2015, by Program Area? 

 

 
 

 
 
I use the following to connect my computer to the network (if you use BOTH, complete the last column ONLY): 

  

Do You ONLY Use the Local 
Area Network (LAN)? 

(DC Metro, District Office, Regional 
Office, Lab, Omaha, Urbandale and 

Minneapolis) 

Do You ONLY Use the Virtual 
Private Network (VPN)? 

(OFO Field Employees and 
Teleworkers) 

Do You Use BOTH 
(LAN & VPN)? 

(As applicable across all program 
areas) 

 
Follow these steps STARTING WITH YOUR COMPUTER 
POWERED OFF: 

If YES, follow this process. 
 If NO, follow the VPN or 

BOTH process. 

If YES, follow this process. 
 If NO, follow the LAN or  

BOTH process. If YES, follow this process. 
1. Power on your computer and enter in your Bitlocker PIN 

number.  Before you log on to the computer or connect 
to the network, can you connect to the VPN before 
logging on to Windows? To determine this, select 
“Switch User” and a new blue icon should appear in the 
lower right corner next to the familiar red Shut Down 
icon. Do you see a blue button to the left of the red 
button (see below)?   

Yes or No?  
If Yes, connect to the 
network and move to #2.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance. 
Then, log on to your 
computer with your 
username and password. 

Yes or No?  
If Yes, connect to the 
network and move to #2.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of contact 
for further guidance. Then, 
log on to your computer with 
your username and password. 

Yes or No?  
If Yes, connect to the 
network and move to #2.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance. 
Then, log on to your 
computer with your 
username and password. 

Print this information and keep it handy before your begin.  
THIS INFORMATION HAS CHANGED FROM THE PREVIOUSLY ISSUED INFORMATION ISSUED IN AUGUST 2015.  

 
 

IMPORTANT: If you receive an email notifying you that you are not enforced, do not assume that you are and do nothing. Follow the 
instructions in the email to verify that you are enforced and can continue to work to avoid impacts. 
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2. Do you have a LincPass with a chip? Yes or No?  

If Yes, move to #3.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance. 
Then, log on to your 
computer with your 
username and password. 

Yes or No?  
If Yes, move to #3.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of contact 
for further guidance .Then, 
log on to your computer with 
your username and password. 

Yes or No?  
If Yes, move to #3.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance.  
Then, log on to your 
computer with your 
username and password. 

3. Do you know your PIN number? Yes or No?  
If Yes, move to #4.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance 
Then, log on to your 
computer with your 
username and password. 

Yes or No?  
If Yes, move to #4.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of contact 
for further guidance. Then, 
log on to your computer with 
your username and password. 

Yes or No?  
If Yes, move to #4.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance. 
Then, log on to your 
computer with your 
username and password. 

4. Do you know where your LincPass card slot is on your 
computer? 

Yes or No?  
If Yes, move to #5.  
If No, when looking at your 
computer with your laptop 
screen open and facing the 
keyboard: 

• If you have a Dell 
computer, it is on 

Yes or No?  
If Yes, move to #5.  
If No, when looking at your 
computer with your laptop 
screen open and facing the 
keyboard: 

• If you have a Dell 
computer, it is on the 

Yes or No?  
If Yes, move to #5.  
If No, when looking at your 
computer with your laptop 
screen open and facing the 
keyboard: 

• If you have a Dell 
computer, it is on 
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the front left side 
with the initials “SC” 
to the right of it for 
“SmartCard’ . Gently 
slide your LincPass 
into the slot until 
you do not feel 
resistance— move to 
Q4; 

• If you have an HP 
computer, it is on 
the side with the CD 
tray and is the 
smaller slot ABOVE 
the CD tray— Gently 
slide your LincPass 
into the slot chip side 
up until you do not 
feel resistance and 
move to Q4. DO NOT 
PUT THE LINCPASS 
CARD INTO THE CD 
TRAY SLOT. IT WILL 
FALL INTO THE 
COMPUTER AND 
YOU MAY NOT BE 
ABLE TO GET IT OUT 
WITHOUT SERVICE 
DESK ASSISTANCE. 

front left side with the 
initials “SC” to the 
right of it for 
“SmartCard’ . Gently 
slide your LincPass 
into the slot until you 
do not feel 
resistance— move to 
Q4; 

If you have an HP computer, it 
is on the side with the CD tray 
and is the smaller slot ABOVE 
the CD tray— Gently slide 
your LincPass into the slot 
chip side up until you do not 
feel resistance and move to 
Q4. DO NOT PUT THE 
LINCPASS CARD INTO THE CD 
TRAY SLOT. IT WILL FALL 
INTO THE COMPUTER AND 
YOU MAY NOT BE ABLE TO 
GET IT OUT WITHOUT 
SERVICE DESK ASSISTANCE. 

the front left side 
with the initials “SC” 
to the right of it for 
“SmartCard’ . Gently 
slide your LincPass 
into the slot until 
you do not feel 
resistance— move 
to Q4; 

• If you have an HP 
computer, it is on 
the side with the CD 
tray and is the 
smaller slot ABOVE 
the CD tray— Gently 
slide your LincPass 
into the slot chip 
side up until you do 
not feel resistance 
and move to Q4. DO 
NOT PUT THE 
LINCPASS CARD 
INTO THE CD TRAY 
SLOT. IT WILL FALL 
INTO THE 
COMPUTER AND 
YOU MAY NOT BE 
ABLE TO GET IT OUT 
WITHOUT SERVICE 
DESK ASSISTANCE. 

5. After you slide your LincPass in the SmartCard (SC) card 
slot identified in #3 with the chip facing up, can you 
select the correct certificate (usually the first one or the 
one with the longest expiration date (example: choose 
the one that expires in 2017 vs 2015) and use your PIN 
number to log in? 
 

Yes or No?  
If Yes, go to #6. 
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance. 
Then, log on to your 

Yes or No?  
If Yes, go to #6. 
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of contact 
for further guidance. Then, 
log on to your computer with 

Yes or No?  
If Yes, go to #6. 
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance. 
Then, log on to your 
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 computer with your 
username and password. 
 
 

your username and password. computer with your 
username and password. 

6. When logging in do you receive the following error “The 
system could not log you one because domain is not 
available”?   

Yes or No?  
If No, go to #7. 
If Yes, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance. 
Then, log on to your 
computer with your 
username and password. 
 
 

Yes or No?  
If No, go to #7. 
If Yes, you are NOT LincPass 
ready. STOP. Contact your 
program area point of contact 
for further guidance. Then, 
log on to your computer with 
your username and password. 
 
 

Yes or No?  
If No, go to #7. 
If Yes, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance. 
Then, log on to your 
computer with your 
username and password. 
 
 

7. Verify your LincPass UPN value. This can be performed 
using ActivClient. (From your Windows Start button, 
select All Programs and select ActivIdentity then select 
ActivClient and select User Console. Select OK from the 
pop-up window if you receive one.)   

 
Open My Personal Info, enter Lincpass PIN, if prompted. 
Do you see a number listed in Person Identifier? 

 
 

Yes or No? 
If Yes, note the number 
listed in Person Identifier and 
move to #8.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance. 
Then, log on to your 
computer with your 
username and password. 

Yes or No?  
If Yes, note the number listed 
in Person Identifier and move 
to #8.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of contact 
for further guidance. Then log 
on to your computer with 
your username and password. 

Yes or No?  
If Yes, , note the number 
listed in Person Identifier 
and move to #8.  
If No, you are NOT LincPass 
ready.  STOP. Contact your 
program area point of 
contact for further guidance. 
Then, log on to your 
computer with your 
username and password. 

8. Open your ActivClient software. (From your Windows 
Start button, select All Programs and select ActivIdentity 
then select the Advanced Diagnostics item. Select OK 
from the pop-up window if you receive one. Select the 

Yes or No?  
If Yes, denote this in the 
space below and move to #9.  
If No, your version number 

Yes or No?  
If Yes, denote this in the space 
below and move to #9. 
If No, your version number 

Yes or No?  
If Yes, denote this in the 
space below and move to 
#9. 

1003621798 
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Help item and then About Advanced Diagnostics) 
 

 
Look at the item with ActivClient and look at the version 
number. Does it start with a 6? 
 

 
 
 
 
 
 
 

should begin with a 7 (ex: 7-
0-5-4). Denote this in the 
space below and move to #9. 

should begin with a 7 (ex: 7-0-
5-4).  Denote this in the space 
below and move to #9. 

If No, your version number 
should begin with a 7 (ex: 7-
0-5-4).  Denote this in the 
space below and move to 
#9. 

9. Does your card reader read your card/PIN number, even 
if it takes a few minutes? 

Yes or No? 
If Yes, congratulations you 
should be LincPass ready! 
You are done with this pre-
flight checklist.  Contact the 

If Yes, move to #10.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of contact 
for further guidance. Then, 

If Yes, move to #10.  
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance. 
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Service Desk and select the 
LincPass option to be 
connected to a dedicated 
LincPass team member who 
will complete the final 
portion of the process and 
verify you are working then 
you are finished with the 
process. 
If No, you are NOT LincPass 
ready. STOP. Contact your 
program area point of 
contact for further guidance. 
Log on to your computer 
with your username and 
password. 

log on to your computer with 
your username and password. 

Then, log on to your 
computer with your 
username and password. 

10. Do you use a hard line (DSL, cable, UTN or satellite)?  Yes or No?  
If Yes, move to #15.  
If No, move to #11. 

Yes or No?  
If Yes, move to #15.  
If No, move to #11. 

11. Do you use a MiFi device?  Yes or No?  
If Yes, move to #12.  
If No, move to #13. 

Yes or No?  
If Yes, move to #12.  
If No, move to #13. 

12. Is your MiFi device a Verizon JetPack?  Yes or No?  
If Yes, if you have updated to 
the most current version of 
the software on the device 
(there is no software for the 
device on your computer), 
Verizon has a known bug 
where the device may 
disconnect if you have not 
used it to connect recently. 
Remove and reinstall the 
battery from the back of the 
device and it will reboot and 
connect and be available 
again to connect to your 

Yes or No?  
If Yes, if you have updated 
to the most current version 
of the software on the 
device (there is no software 
for the device on your 
computer), Verizon has a 
known bug where the device 
may disconnect if you have 
not used it to connect 
recently. Remove and 
reinstall the battery from the 
back of the device and it will 
reboot and connect and be 
available again to connect to 
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computer. Move to #15.  
If No, move to #15. 

your computer. Move to 
#15.  
If No, move to #15. 

13. Do you use a Broadband EVDO card/Blackberry 
tethering? 

 Yes or No?  
If Yes, move to #14.  
If No, move to #15. 

Yes or No?  
If Yes, move to #14.  
If No, move to #15. 

14. Is it a 3G device (review the list provided in the 
Troubleshooting Guide below on pages 8 and 9.) 

 If Yes, you are now LincPass 
ready with the new 
workaround. (Note: All 
Blackberry devices are 3G).  
Move to #15. 
If No, move to #15. 

If Yes, you are now LincPass 
ready with the workaround. 
(Note: All Blackberry devices 
are 3G). Move to #15. 
If No, move to #15. 

15. Open your Cisco AnyConnect VPN and determine which 
version you have. Do you have a version number 
beginning with a 2 (ex: 2.5.3041)? From the initial 
screen, select the About tab and look at the number at 
the end of the first item. 

 
 

 Yes or No?  
If Yes, denote this in the space 
below and move to #16.  
If No, your version number 
should begin with a 3 (ex: 
3.1.2041). Denote this in the 
space below and move to #16. 

Yes or No?  
If Yes, denote this in the 
space below and move to 
#16.  
If No, your version number 
should begin with a 3 (ex: 
3.1.2041). Denote this in the 
space below and move to 
#16. 

16. LincPass Ready! One more step!  Congratulations you should 
be LincPass ready! You are 

Congratulations you should 
be LincPass ready! You are 
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 See Troubleshooting Guide below for tips and tricks. 

 

 
 

 

Troubleshooting Guide 

1. It’s after September 16, 2015, and I don’t have my LincPass card today. Review Agency LincPass guidance: Visit InsideFSIS’ Policy and 
Guidance page: https://inside.fsis.usda.gov/fsis/emp/static/centerContent/fsisPage.jsp?keyword=policy . NOTE: If you were LincPass 
mandatory technical and have to be temporarily moved to the exception group, you cannot use your computer or the network until you 
contact the Service Desk after you review Agency guidance.  

2. I don’t know if I have a 3G or 4G device. If you use a Blackberry for tethering, it is a 3G. If you use a MiFi device, it is 4G. If you have one of 
the devices below, it is a 3G. If not, it should be a 4G: 

Service Provider Model Info 
Verizon 3G Internet Router Netbooks PDI 
Verizon QA-PANASONIC-0.1 
Verizon UM175 
Verizon UMW190 
Verizon UMW190NCD 
Verizon USB720 

done with this pre-flight 
checklist.  Contact the Service 
Desk and select the LincPass 
option to be connected to a 
dedicated LincPass team to 
complete the final part of the 
process. 
 

done with this pre-flight 
checklist.  Contact the 
Service Desk and select the 
LincPass option to be 
connected to a dedicated 
LincPass team to complete 
the final part of the process. 
 

Check This Guide Online Regularly for Updated Information. It Will Change Over Time as Software Updates and Other 
Changes Are Distributed To Support LincPass Improvements. 

https://inside.fsis.usda.gov/fsis/emp/static/centerContent/fsisPage.jsp?keyword=policy
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Sprint NOVATEL U727 NXT GEN DORA - NVU727DORA 
Sprint NOVATEL U720 USB DORA- NVU720DORA 
Sprint NOVATEL U760 USB MODEM -  

NVU760DORA 
Sprint SIERRA 598 USB MODEM -  

SWU598DORA 
AT&T RIM 8310 
AT&T RIM 8700c 
AT&T RIM 7290 
AT&T Nokia 2610 

 

3. My computer won’t find my MiFi device anymore/device won’t turn off. You can (1) remove and reinstall the battery or (2) open the back 
cover and locate the “Reset” button. You should see a deep hole and the word “Reset” above it. Using an opened paper clip, push and hold 
the button until the device resets. It should then be available for reuse. 

4. My card reader won’t read my card:  
a. Do you have Version 7 of ActivClient? If no, proceed to b. 
b. Did you leave the card in long enough to be read? This can sometimes take a minute or two. If yes, proceed to c. 
c. Go to #8 above. 

5. My LincPass works on eAuth web sites and applications, but not to log on to my computer. Do you have Version 7 of ActivClient? See #5 
above to determine your version. 

6. I have an HP and slid my card into the CD slot. Contact the Service Desk. If it cannot safely be removed, contact the Service Desk. 
7. I need to find Agency LincPass Notices and Directives. Visit InsideFSIS’ Policy and Guidance page: 

https://inside.fsis.usda.gov/fsis/emp/static/centerContent/fsisPage.jsp?keyword=policy  
8. I need to find a LincPass credentialing center. If there is not one where you work, you can find them on USDA’s web site: 

https://hspd12.usda.gov/protected/slu/allStations.aspx  
9. I need somewhere online where I can find all of the information in one place. You can find the LincPass Technical Mandatory Help Page on 

InsideFSIS at: https://inside.fsis.usda.gov/fsis/emp/static/centerContent/fsisPage.jsp?keyword=LincPass9421  
10. I still need help: 

a. All  employees (including State employees)  
1.  If you have had the LincPass process started, you will remain in the temporary exception group until you receive your 

LincPass. Then you will be moved into the mandatory technical category. 

https://inside.fsis.usda.gov/fsis/emp/static/centerContent/fsisPage.jsp?keyword=policy
https://hspd12.usda.gov/protected/slu/allStations.aspx
https://inside.fsis.usda.gov/fsis/emp/static/centerContent/fsisPage.jsp?keyword=LincPass9421
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2. If you have not had the LincPass, process started and you are a State Employee, OOEET has identified you as requiring a 
token. You will receive further instructions if you are in this category. 

3. View the LincPass Help Page on InsideFSIS for Troubleshooting Tips, a User Guide and more: 
https://inside.fsis.usda.gov/fsis/emp/static/centerContent/fsisPage.jsp?keyword=LincPass9421  

4.  Contact the Service Desk to be routed to a LincPass specialist: 
• Call the FSIS Service Desk 24/7/365 at 1-800-473-9135, 
• Enter a Footprints ticket online at: http://service/footprints or 
• Email FSISServiceDesk@fsis.usda.gov (do NOT email Footprints unless you already have a ticket open and you are 

replying to an email you have already received from Footprints) 

https://inside.fsis.usda.gov/fsis/emp/static/centerContent/fsisPage.jsp?keyword=LincPass9421
http://service/footprints
mailto:FSISServiceDesk@fsis.usda.gov
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